
HERE ARE SOME
TIPS ON HOW TO
CREATE AND
MANAGE YOUR
PASSWORDS

CYBER
SECURITY
AWARENESS

Create a strong
password that is
not easy for
fraudsters to
guess

01

Do not leave
devices
unlocked and
unsupervised

04

Report
suspicious
activity

05

Use two-factor
authentication
when it is
offered

02

Do NOT ever
share your
passwords

03



Update your laptop or PC
regularly

Download anti-virus
software

Avoid suspicious downloads

If you suspect fraud, please
contact us at 406.444.2040
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PHISHING

Always take a second look at
suspicious emails

Be wary of sensitive info
requests

Check for encryptions such
as: https vs http 

Be aware of open network
wifi connections 

IF YOU SUSPECT FRAUD
PLEASE CONTACT US

406.444.2040
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